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(57) ABSTRACT

A method, computer system, and a computer program prod-
uct for preemptive collision mitigation is provided. The
present invention may include calculating a future position
of a first vehicle based on carprobe data from a first vehicle,
wherein the carprobe data contains neural data of an opera-
tor of the first vehicle. The present invention may also
include calculating a distance between the future position of
the first vehicle and a future position of a second vehicle.
The present invention may then include determining the
calculated distance between the future position of the first
vehicle and the future position of the second vehicle is below
a threshold distance.
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PREEMPTIVE MITIGATION OF COLLISION
RISK

BACKGROUND

[0001] The present invention relates generally to the field
of computing, and more particularly, collision risk mitiga-
tion. A collision event, such as a motor vehicle collision,
may include an occurrence in a location when one or more
motor vehicles makes an impact with each other or with an
object on the road. A collision event may result in damages,
both injury to a person and property damages.

[0002] The motor vehicle may be controlled by a driver
and human factors may be associated with the driver, such
as biological factors. Detecting human biological factors
may assist in mitigating unsafe driving conditions. Colli-
sions may be caused by factors, such as a sudden movement
by a driver, an interruption made by another vehicle, an
interruption made by a pedestrian or an animal, or a driver
entering an incorrect direction on a roadway. Known art may
determine the level of dangerous driving in real-time based
on biological data of a driver and image data.

[0003] Current technology may also relate to automotive
danger such that a collision may notify nearby drivers of the
unsafe driving activity, such as when a driver causes an
accident or when a driver travels in the incorrect direction on
a road in an automobile. Although nearby drivers may be
notified for safety purposes, the notification is made after the
occurrence of the unsafe driving activity. Notifying nearby
drivers after a collision has taken place may not secure the
safety of nearby drivers and pedestrians.

[0004] Conventional technology also may use data such as
maps, events and vehicle travel to be limited by a single
vehicle. Limiting the data to a single vehicle may not allow
for a determination of safety based on a single driver without
additional data of the surroundings. Conventional art may
also have the ability to measure the state of a driver (e.g.,
tired) in real-time, however, may not have the ability to
detect risk in advance or before an incident occurs.

SUMMARY

[0005] Embodiments of the present invention disclose a
method, computer system, and a computer program product
for preemptive collision mitigation. The present invention
may include calculating a future position of a first vehicle
based on carprobe data from a first vehicle, wherein the
carprobe data contains neural data of an operator of the first
vehicle. The present invention may also include calculating
a distance between the future position of the first vehicle and
a future position of a second vehicle. The present invention
may then include determining the calculated distance
between the future position of the first vehicle and the future
position of the second vehicle is below a threshold distance.
[0006] An advantage may allow a driver from an origi-
nating vehicle and a driver from a nearby vehicle to avoid a
collision by receiving an alert prior to the fruition of an
unsafe driving event. Collision mitigation may be based on
neural data received in carprobe data. Another advantage
may include, for example, a forced stop to the driving
operation of the originating vehicle to avoid a collision.

BRIEF DESCRIPTION OF THE SEVERAL
VIEWS OF THE DRAWINGS

[0007] These and other objects, features and advantages of
the present invention will become apparent from the fol-
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lowing detailed description of illustrative embodiments
thereof, which is to be read in connection with the accom-
panying drawings. The various features of the drawings are
not to scale as the illustrations are for clarity in facilitating
one skilled in the art in understanding the invention in
conjunction with the detailed description. In the drawings:
[0008] FIG. 1 illustrates a networked computer environ-
ment according to at least one embodiment;

[0009] FIG. 2 is an operational flowchart illustrating an
event process for a cache update and collision detection on
a vehicle-mounted device;

[0010] FIG. 3 is an operational flowchart illustrating an
event process for a cache update and collision detection on
a vehicle-mounted device and a server according to at least
one embodiment;

[0011] FIG. 4A is a block diagram of a vehicle to map
event example according to at least one embodiment;
[0012] FIG. 4B is a block diagram of a vehicle to vehicle
event example according to at least one embodiment;
[0013] FIG. 5 is a block diagram of internal and external
components of computers and servers depicted in FIG. 1
according to at least one embodiment;

[0014] FIG. 6 is a block diagram of an illustrative cloud
computing environment including the computer system
depicted in FIG. 1, in accordance with an embodiment of the
present disclosure; and

[0015] FIG. 7 is a block diagram of functional layers of the
illustrative cloud computing environment of FIG. 6, in
accordance with an embodiment of the present disclosure.

DETAILED DESCRIPTION

[0016] Detailed embodiments of the claimed structures
and methods are disclosed herein; however, it can be undet-
stood that the disclosed embodiments are merely illustrative
of the claimed structures and methods that may be embodied
in various forms. This invention may, however, be embodied
in many different forms and should not be construed as
limited to the exemplary embodiments set forth herein.
Rather, these exemplary embodiments are provided so that
this disclosure will be thorough and complete and will fully
convey the scope of this invention to those skilled in the art.
In the description, details of well-known features and tech-
niques may be omitted to avoid unnecessarily obscuring the
presented embodiments.

[0017] The following described exemplary embodiments
provide a system, method and program product for collision
risk mitigation. As such, the present embodiment improves
the field of collision risk mitigation by securing the safety of
vehicles and pedestrians from sudden dangerous (i.e.,
unsafe) driving activities. More specifically, the present
invention detects predicted motions of the driver based on
the electroencephalograms (EEGs) of the driver before the
driver commits the unsafe driving activity and then notifies
nearby drivers and pedestrians of the anticipated activity.
[0018] As previously described, the present invention
relates generally to the field of computing, and more par-
ticularly, collision risk mitigation. A collision event, such as
a motor vehicle collision, may include an occurrence in a
location when one or more motor vehicles makes an impact
with each other or with an object on the road. A collision
event may result in damages, both injury to a person and
property damages. The motor vehicle may be controlled by
a driver and various human factors may be associated with
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the driver, such as biological factors. Human biological
factors may assist in mitigating collision.

[0019] Human biological factors, such as heartbeat and
respiration rate may not provide a possible basis to enable a
prediction of human motions prior to the actual human
motion. Image analysis using a camera may also not provide
a human motion prediction ahead of time. Therefore, it may
be advantageous to, among other things, have the ability to
predict human motions before the actual human motion is
implemented.

[0020] According to at least one embodiment, predicting
or anticipating motions of a driver before the motions are
performed may allow preemptive notification to nearby
drivers and pedestrians prior to the occurrence of an inci-
dent. Prior notification may provide sufficient notice to both
an individual driver and to nearby individuals to avoid a
collision or to mitigate damages of an unsafe driving con-
dition.

[0021] Predicting human motion prior to the motion being
performed by a human may be identified by using an
electroencephalogram (EEG). An EEG may detect brain
activity (i.e., brain activity data) by measuring the electrical
activity of the brain. Measuring electrical activity may be
accomplished by using, for example, electrodes attached to
the scalp of an individual. The electrodes may detect brain
waves and an EEG machine may amplify the brain wave
signals. An EEG signal is safe and non-invasive to measure.
A non-invasive EEG may detect brain activity using a
brain-computer interface (BCI) that may measure electro-
encephalogram signals (i.e., EEG signals). One measure-
ment may include movement-related cortical potentials that
may represent EEG activity of an individual before and after
a voluntary movement.

[0022] EEG research has evolved to enable ahead-of-time
prediction of human motions that were not possible using
biological factors. Known methods may use an EEG
machine (e.g., an EEG headset or an EEG wireless headset)
or EEG signals to detect driver preferences or discomforts to
allow for the driving configuration in an autonomous driving
mode to create, for example, driver assist movements that
allow a better reaction time for drivers. Autonomous driving
modes may also create a safe pattern that may align with
driver expectations.

[0023] In addition to the neurological human elements
being measured and analyzed, Internet of Things (IoT)
technology may also be incorporated due to the multiple
types of data that may be transmitted between various
devices. IoT may include devices embedded with software,
sensors, data storage, central processing units and the ability
to connect to a network. An example of IoT may include
devices for homes, buildings, vehicles, mobile devices,
energy transmission, medical devices, infrastructure and
other consumer applications. IoT devices may even com-
municate with backend infrastructures over a communica-
tion network. The various data that may be transferred may
include structured data, unstructured data, master data,
transactional data, event data or temporal data. Data may, for
example, be stored on a server database or on multiple server
databases. Data may be transferred across a communication
network between devices such as a server, a sensor, an
internet of things (IoT) device, a camera, a microphone, a
personal computer, a smart phone, a tablet or a smart watch.
[0024] In the present embodiment, predicting human
motions may be determined while the individual is operating
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a moving object or a mobile ohject. A moving object may
include, for example, a wheelchair, a skateboard, a bike, a
scooter, a motorcycle, a hoverboard, a recreation vehicle, a
boat, a segway board, a vehicle or an automobile. A mobile
object may, for example, be a device such as a smart phone
used by a in individual operating a moving object. A mobile
object may also be held by a pedestrian. A mobile object
may, for example, be a smart phone, a smart watch or a tablet
that is capable of transmitting data over a communication
network.

[0025] Components of a moving object may include a
device mounted on the moving object or a mobile object
located on or in a moving object. For example, a vehicle
mounted device may be a device mounted on an automobile
or a smartphone mounted inside an automobile, both having
the capabilities to receive and transmit data over a commu-
nication network. A vehicle mounted device may include a
map service, an operation detector (e.g., a brain wave
analysis component) and a real-time virtual vehicle cache
(i.e., an agent). A vehicle mounted device may also include
a telematics communication unit (TCU), a car navigation
system or a smartphone. Each unit, device or system in the
vehicle may have the capability of operating the map
service, the operation detector and the real-time virtual
vehicle cache.

[0026] In the present embodiment, data that may be ana-
lyzed as input data into a collision mitigation program may
include brain activity data, map data and carprobe data.
Brain activity data may be obtained from an EEG. For
example, and individual wearing an EEG headset that may
transmit data over a communication network. Map data may
include a geolocation or global position method such as a
global positioning system (GPS). The map data may also
include a map matching service that matches raw GPS
location coordinates from a vehicle device to the coordinates
of the actual mapped road (i.e., link) network. Additionally,
map data may include a link identification (i.e., a link ID).
The link ID may include a unique ID assigned to the road
and may be divided into specific sections in each map
version.

[0027] An event server (e.g., a dynamic map manager)
may also be used to provide geospatial functions and map-
based analytics such as map matching, route search and
real-time traffic event updates. A gateway (e.g., a vehicle
data hub) may receive and process data from IoT devices or
sensors, for example, by configuring the gateway to IBM®
IoT Connected Vehicle Insights (IBM and all IBM-based
trademarks and logos are trademarks or registered trade-
marks of International Business Machines Corporation and/
or its affiliates). The gateway may include a transmitting
section and a receiving section. A gateway may be used as
a carprobe data gateway that may dispatch carprobe data
sent by each vehicle to a different service, such as a map
service (e.g., a map matching service) or a batch analysis
(e.g., a driving behavior analysis).

[0028] A gateway (i.e., gateway device) may transfer
information, for example, between servers and moving
objects in a particular geographic region. The event server
may manage events in a particular geographic region and
may manage agents (i.e., environment agent or event agent).
Agents may be assigned to various events that may handle
different rules, for example, one environment agent may
manage an image event of a driver turning the wrong way on
a road by assessing a sign by using a camera. One other
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environment agent may manage, for example, the speed
limit by assessing the speed a vehicle is traveling via a
sensor. An environment agent may be assigned to the same
region as an event server. Many event servers and environ-
ment agents may be used in one or more geographic regions.
The gateway may also reallocate environment agents
assigned to event servers to balance processing loads in the
network system.

[0029] Carprobe data (ie., a carprobe) may also be
referred to, for example, as probe vehicle data (PVD) in the
automotive industry or an intelligent transportation system
(ITS). Carprobe data may collect real-time data relating to
traveling locations and timing from sensors or loT devices.
Carprobe data may include, for example, geographic loca-
tion, health status, driver data and events of interest.
[0030] Carprobe data may be transmitted to and processed
by the gateway component. The processed carprobe data
may then be transmitted to IoT components. For example,
the gateway processed carprobe data is transferred to IBM®
ToT Connected Vehicle Insights system components. The
IBM® IoT Connected Vehicles Insights system may support
carprobe data from a vehicle sensor, for example, as defined
by ISO standard 22837.

[0031] Based on the received inputs, the collision mitiga-
tion program may add a link ID to carprobe data by
performing map matching, for example, using a dynamic
map manager. Adding a link ID to carprobe data may include
EEG data that may indicate a predicted human operation. An
analysis based on link ID data and EEG data added to
carprobe data may provide an estimated future position, for
example, carprobe data being sent every 1 second. If an
estimated future position may result in an unsafe condition,
the collision mitigation program may provide a driving
assisted operation, such as a notification or an alert to an
individual or a forced operation to a vehicle.

[0032] An operation detector may analyze carprobe data to
determine if the carprobe data contains brain activity data.
The operation detector may also calculate future positions
based on the input data (e.g., carprobe, brain activity data
and current position of a vehicle) and then obtain an position
on a map that corresponds to the future position of the
vehicle. The operation detector may be part of a vehicle
device and may also have the ability to communicate or
transmit data to a server via the gateway.

[0033] One use case that may be described herein is when
a driver of a vehicle is about to make an unintentional or an
intentional sudden move that may cause an interruption or
danger while driving or operating the vehicle. The interrup-
tion may, for example, be veering out of the designated lane,
making a sudden lane change or making a sudden turn
around a corer or onto a different roadway. The sudden
interruption while driving may be determined by measuring
and analyzing the EEG of the driver who may have not yet
performed the sudden interruption. The EEG analysis may
detect and predict that the operation may be performed by
the driver in the future. Information of the detected operation
may be communicated, for example, by an IoT for automo-
tive device to the drivers and the vehicles traveling in the
vicinity of the originating vehicle driver to notify the other
drivers to preemptively avoid the unsafe movement.
[0034] An alternate embodiment may include when a
driver is about to intentionally or unintentionally make a
wrong driving operation, such as driving the wrong way
down a one-way street or driving towards a stationary
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object. The operation may be determined as being an unsafe
driving operation based on map information maintained by,
for example, 10T devices for automotive features. The
unsafe driving activity may be communicated to nearby
drivers or pedestrians to avoid an incident.

[0035] Referring to FIG. 1, an exemplary networked com-
puter environment 100 in accordance with one embodiment
is depicted. The networked computer environment 100 may
include a computer 102 with a processor 104 and a data
storage device 106 that is enabled to run a software program
108 and a collision mitigation program 110a. The networked
computer environment 100 may also include a server 112
that is enabled to run a collision mitigation program 1105
that may interact with a database 114 and a communication
network 116. The networked computer environment 100
may include a plurality of computers 102 and servers 112,
only one of which is shown. The communication network
116 may include various types of communication networks,
such as a wide area network (WAN), local area network
(LAN), a telecommunication network, a wireless network, a
public switched network and/or a satellite network. It should
be appreciated that FIG. 1 provides only an illustration of
one implementation and does not imply any limitations with
regard to the environments in which different embodiments
may be implemented. Many modifications to the depicted
environments may be made based on design and implemen-
tation requirements.

[0036] The client computer 102 may communicate with
the server computer 112 via the communications network
116. The communications network 116 may include con-
nections, such as wire, wireless communication links, or
fiber optic cables. As will be discussed with reference to
FIG. 4, server computer 112 may include internal compo-
nents 902a and external components 904a, respectively, and
client computer 102 may include internal components 9024
and external components 9045, respectively. Server com-
puter 112 may also operate in a cloud computing service
model, such as Software as a Service (SaaS), Analytics as a
Service (AaaS), Platform as a Service (PaaS), or Infrastruc-
ture as a Service (TaaS). Server 112 may also be located in
a cloud computing deployment model, such as a private
cloud, community cloud, public cloud, or hybrid cloud.
Client computer 102 may be, for example, a mobile device,
a telephone, a personal digital assistant, a netbook, a laptop
computer, a tablet computer, a desktop computer, or any type
of computing devices capable of running a program, access-
ing a network, and accessing a database 114. According to
various implementations of the present embodiment, the
collision mitigation program 110a, 1105 may interact with a
database 114 that may be embedded in various storage
devices, such as, but not limited to a computer/mobile
device 102, a networked server 112, or a cloud storage
service.

[0037] According to the present embodiment, a user using
a client computer 102 or a server computer 112 may use the
collision mitigation program 110a, 1105 (respectively) to
mitigate the risk of a collision. The collision mitigation
method is explained in more detail below with respect to
FIGS. 2, 3, 4A and 4B.

[0038] Referring now to FIG. 2, an operational flowchart
illustrating the exemplary event for a cache update and
collision detection on a vehicle-mounted device process 200
used by the collision mitigation program 1104, 1105 accord-
ing to at least one embodiment is depicted.
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[0039] At 202, data is received. Carprobe data, brain
activity data and map data may be received by one or more
devices in a communication network. The devices may be
installed on a vehicle, placed in the vehicle or mounted in the
vehicle. A device may include, for example, a vehicle
mounted device, a smartphone or a gateway, an EEG headset
or a combination of devices. Carprobe data (i.e., the car-
probe) may include real-time data of travel location and
timing obtained from IoT devices and sensors. Carprobe
data may also include driver data such as events of interest,
health status a behavior.

[0040] Brain activity data may be measured by an EEG
headset and the EEG measurement may be transmitted via a
communication network 116 to the vehicle device. Map data
may include GPS data or a link ID. The link ID may be a
unique ID assigned to the road (i.e., link) and divided into
specific sections in each map version. For example, carprobe
data from vehicle ID 1 (VID1) and brain activity data may
include the following parameters.

Carprobe Data Brain Activity Data

Longitude = 139.01 Right = True
Latitude = 35.45 Left = Talse
Speed = 50 km/h Acceleration = False
LinkID = 1 Break = False
[0041] At 204, alink ID is added to the carprobe data. Map

matching may include the process of combining the link 1D
to carprobe data. Map matching may be performed, for
example, in a vehicle by using pre-installed map data on the
vehicle device to transmit a link ID to a carprobe. A result
of map matching may provide a map matched link ID. An
event server may be used in analyzing map matching,
real-time traffic events or a route search to provide geospa-
tial functions. A map matching service may match raw GPS
location coordinates from the vehicle device to the coordi-
nates of an actual mapped road network.

[0042] EEG data may be analyzed and measured, for
example, using a BCI and the measurement may include
movement-related cortical potentials that may predict
human movement before the movement is made. Data
indicative of the predicted operations of an individual may
be sent to the carprobe data, such as steering to the left or
right, accelerating and breaking.

[0043] An alternate embodiment may include a gateway
handler that may be implemented, upon receiving carprobe
data that includes brain activity data, to pass the carprobe
data directly to an agent (i.e. a real-time virtual cache)
without subjecting the carprobe data to a map matching
process by a dynamic map manager or an event server.
[0044] At 206, the collision mitigation program 110a,
1106 determines if the carprobe data contains neural data
(i.e., brain activity data). The map matching data and the
brain activity data may be added to the carprobe data at 204
based on the received data at 202. The received data at 202
may or may not contain neural data. Neural data may be
received if the vehicle operation features calculated from an
EEG measurement was above a predetermined threshold,
then the vehicle may send the carprobe data with the brain
activity data.

[0045] Previous driving behavior analysis may be stored
on a database (e.g., database 114) and may be accessed to
determine the level of brain activity that is measured. For
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example, if a user (i.e., a driver) typically keeps a large
distance between the user vehicle and a vehicle in front of
the user vehicle, then as that distance is reduced past a
normal threshold for the user, the EEG may provide a higher
brain activity data measurement.

[0046] Brain activity data may be measured when a user
performs vehicle operations, such as breaking, accelerating
and steering a vehicle. The collision mitigation program
110a, 1105 may compare normal user EEG measurements
using stored data with current user EEG measurements and
if the difference in motor cortex (i.e., brain activity data) is
over a threshold amount, then neural data may be added to
the carprobe data.

[0047] Alternatively, for example, if the user of the EEG
headset is operating the vehicle in a predicted manner and
predicted to be operating the vehicle in a normal, controlled
and predicted manner, the EEG measurement may not be
added to the carprobe data.

[0048] If the collision mitigation program 110a, 1105
determines that the carprobe data contains neural data at
206, then the future position is calculated with the neural
data at 208. A future position may be estimated on the basis
of the data indicative of a position, such as current direction,
current speed and current acceleration and the predicted
operation is included in the carprobe data with neural data
(i.e., brain activity data). The future position may be esti-
mated at various time frames in the future, for example, the
future position is calculated at 1 second into the future and
the carprobe data may be cached or transmitted every 1
second.

[0049] For example, if a vehicle is driving at a current
speed and no acceleration is present for 1 second between
one carprobe and the next carprobe, a future position may be
calculated as follows:

Yi=votYavetvi)t,

vy =Vo+agt

where y,, v, Vo Vo, 4o and t are future positions (i.e.,
distance), future speeds, current position (i.e., distance),
current speed, current acceleration and time. The algorithm
to calculate a future position may change according to a
given situation or environment.

[0050] If the collision mitigation program 110a, 1105
determines that the carprobe data does not contain neural
data at 206, then the future position is calculated at 210. A
future position may be estimated on the basis of the data
indicative of a position, such as current direction, current
speed, current acceleration and the predicted operation is
included in the carprobe data without considering neural
data. The future position may be estimated at various time
frames in the future, for example, the future position is
calculated at 1 second into the future and the carprobe data
may be cached or transmitted every 1 second.

[0051] At 212 the link ID from a map is obtained. A
rule-based determination may be estimated by an agent (i.e.,
areal-time virtual cache) by examining the future position of
the originating vehicle with the events associated with the
link ID. For example, a rule-based determination is made by
an agent to examine the future position of the originating
vehicle with a static event associated with the link 1D.
[0052] A static event (i.e., a road event) may include an
unsafe event that happens by the action of a single vehicle
and may not require communication with a server. For
example, the vehicle mounted device may cache the static
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events and no other car may be in the vicinity for the
purposes of communication regarding the event or unsafe
condition. A static event may include events such as
approaching obstacles or entering a no-entry road. A static
event may also include items on the road, such as a traffic
signs indicating one-way traffic allowed or a traffic sign
indicating that no entry is permitted on a particular road. An
ToT device, sensor or camera on mounted on a vehicle may,
for example, read and analyze signs on a road. A static
structure may include objects on the road, such as construc-
tion cones, sidewalks, an animal that is not moving, a
pedestrian standing in the road or a parked or stalled vehicle
in the road.

[0053] The collision mitigation program 110a, 1105 may
also determine by the link 1D if the driving operation is
unsafe. An agent on a vehicle mounted device may deter-
mine if the vehicle may encounter an unsafe event at a future
position. For example, if the calculated future position is
closer than a particular distance, then the agent determines
that the situation is unsafe, such as driving the wrong
direction on a road.

[0054] At 214, the future position with a link ID is
transmitted to a server 112. The future position with a link
1D may be transmitted to the server via a gateway. Whether
neural data was detected at 206 or not detected at 206, the
future position may be transmitted. If neural data was
detected, then a predicted human motion processing time
using an EEG headset may, for example, be included in the
carprobe data to be transmitted. An operation detector may
compile the input data, the carprobe data with or without
neural data, the link ID and the calculated future position for
transmitting the data to a dynamic event, for example, an
event that may communicate with a server and other sur-
rounding vehicles.

[0055] For example, the following future position data
may be transmitted:

Future Position Carprobe Data

Longitude = 139.02
Latitude = 3546
LinkID =2

Right = True

[0056] At 216, the static event is detected. If a static event
is detected, then an alert or a forced operation may be
performed. An alert may be announced to the originating
vehicle driver, for example, on a smart phone, through the
vehicle speakers or from a vehicle mounted device. A forced
operation may also be performed, such as breaking or
imposing restrictions to the driving operations of a vehicle,
based on the determination result of the cached static events.
The forced operation application may, for example, be
chosen by the user for both the threshold of when to alert the
user and the threshold of when and under what conditions to
perform a forced operation.

[0057] Referring now to FIG. 3, an operational flowchart
illustrating the exemplary event for a cache update and
collision detection on a vehicle-mounted device and a server
process 300 used by the collision mitigation program 110a,
1105 according to at least one embodiment is depicted.

[0058] At 302, carprobe data is received. The carprobe
data may be received by the operation detector that has
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compiled input data, the carprobe data, the link ID and the
calculated future position from step 214.

[0059] At 304, the collision mitigation program 110a,
1105 determines if the carprobe data contains neural data
(i.e., brain activity data). The data received at 302 from the
operation detector may or may not have included brain
activity data. Brain activity data may be determined to be
present if, for example, an EEG measurement was incorpo-
rated into the operation detector transmitted carprobe data.

[0060] If the collision mitigation program 110a, 1105
determines that the carprobe data does not contain neural
data at 304, then the carprobe data is sent to the server at
306. The carprobe data may be transmitted to the server 112
via the gateway.

[0061] If the collision mitigation program 110a, 1105
determines that the carprobe data contains neural data at
304, then the vehicle ID for a future link ID is obtained at
308. If the carprobe data contains brain activity data, then an
EEG measurement may be present in the carprobe data and
the carprobe data may be transmitted directly to the server
agent for a rule-based determination and bypass the opera-
tion detector and the gateway. For example, a rule engine
may handle multiple carprobes sent from nearby moving
vehicles on mobile object servers and may match dynamic
events on event servers. The carprobes data and events may
be processed on rule analysis components. By sending the
future position of the originating vehicle to the rule analysis
component, an unsafe situation may be detected.

[0062] At 220 the future dynamic position link ID from a
map is obtained. A rule-based determination may be esti-
mated by an agent (i.e. a real-time virtual cache) by exam-
ining the future position of the originating vehicle with
dynamic events associated with the link ID. A dynamic event
may include a situation occurring on the road within a
relatively short time span, such as an event that has a start
time and an end time in some case. Examples of dynamic
events may include obstacles on the road, animals on the
road or other vehicles on the road. A dynamic event example
may also include a vehicle-to-vehicle event such as a
collision accident or a rapid approach towards a collision.
The dynamic events may involve moving objects or station-
ary objects.

[0063] In addition to the rule-based determination esti-
mated by an agent, the future dynamic event information
may also be collected on a server by transmitting the data,
for example, from a vehicle mounted device to a server (e.g,,
server 112) over a communication network 116. Collecting
dynamic event information on a server may allow the data
to be shared with other vehicles and check if it is expired
periodically. After an event is detected, the event may be, for
example, checked by other surrounding vehicles to deter-
mine if the event has expired (e.g., animal or obstruction on
the road moves away from the road).

[0064] At 222, the future vehicle IDs (VIDs) for the future
dynamic link IDs (i.e., link IDs) are obtained. Obtaining the
link ID from a map may include, for example, finding the ID
of the road predicted for when the vehicle is in a future
position. The future position may be calculated using the
brain activity data included in intermediate data. Interme-
diate data may be used to find the future vehicle position that
may collide with a surrounding vehicle. Intermediate data
may be, for example, a key-value store. The key may
represent the link ID and the value may represent the current



US 2020/0172091 Al

or future vehicle ID on the link (i.e., road). The VID may be
an ID that is unique for each vehicle.

[0065] A future link 1D may be the link ID of the vehicle
on the road at a future point in time. The future position may
be estimated at various time frames in the future, for
example, the future position is calculated at 1 second into the
future and the carprobe data may be cached or transmitted
every 0.1 second. Since each vehicle on the road (i.e., the
link) may have a unique VID, intermediate data may be
calculated or predicted based on the future position of the
originating VID (e.g., VID1) and other vehicles on the link.
For example, a link cache for future vehicle positions may
occur as follows:

Intermediate Data

Link ID Current Vehicle IDs Future Vehicle IDs
1 VID1
2 VID2 VIDI1, VID2

where VID1 and VID2 represent Vehicle 1D 1 (e.g., the
originating vehicle ID) and Vehicle ID 2 associated with the
Link ID.

[0066] Then, at 310 the distance for each pair of future
vehicles are calculated. A calculation may be made between
a distance of a future originating vehicle position and a
future second vehicle position. A vehicle agent of the
originating vehicle may receive carprobe data directly from
the gateway handler. The vehicle agent may get the future
positions of other vehicles associated with the link ID on the
basis of the link ID of the originating vehicle that was
included in the received carprobe. The vehicle agent may
compare the future position of the originating vehicle with
the future position of the other vehicles. For example, if the
shortest distance between 2 vehicles is below a predeter-
mined distance, the longitude and latitude obtained from a
GPS may be calculated at the future position.

[0067] At 312, the collision mitigation program 110a,
1105 determines if the calculated distance is below a thresh-
old value. The predetermined distance, for example, may be
set to varying distances depending on the type and size of a
vehicle. For example, a larger commercial vehicle may
require a larger predetermined distance than a small compact
car.

[0068] If the collision mitigation program 110a, 1105
determines that the calculated distance is below a threshold
value at 312, then a driving assist operation is implemented
at 314. A driving assist operation may include an alert of a
forced operation. The threshold distance may include vari-
ous distances, such as varying distances depending on a
vehicle size. The user may also, for example, choose the
conditions in which to receive an alert or to allow a forced
operation to be performed. For example, an alert may issue
a notification to nearby vehicles in 0.1 second using an
10T4A framework. If the originating vehicle determines a
risk of a collision or a rapid approach of an incident, then a
notification or a forced operation may be performed as a
default setting or as set by a user.

[0069] If the collision mitigation program 110a, 1105
determines that the calculated distance is above a threshold
value at 312, then the collision mitigation program ends (i.e.,
no alert or forced operation).
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[0070] Referring now to FIG. 4A, a block diagram of a
vehicle to map event example used by the collision mitiga-
tion program 110a, 1105 according to at least one embodi-
ment is depicted. The current travel situation may be deter-
mined based on the carprobe data and map data for VID1
302¢. Map matching may combine the carprobe and map
data to determine the current location and link ID for VID1
302a. The future position may be calculated for VID1 3025
with brain activity data and the future position may be
estimated at various time frames in the future based on the
current traveling direction, current speed, current accelera-
tions and predicted operations of the driver of the originating
vehicle. The future position of VID1 3026 may be estimated,
for example, at 10 seconds into the future. The carprobe data
may be cached every 1 second. At each cache, the current
location of VID1 3024 may be calculated and as VID1 302a
veers towards the wrong way down a one-way road, then the
future travel situation for VID1 3026 may create an alert or
a forced stop for the originating driver of VID1 3024, b.
[0071] Referring now to FIG. 4B, a block diagram of a
vehicle to vehicle event example used by the collision
mitigation program 110q, 1105 according to at least one
embodiment is depicted. The current travel situation for the
originating driver VID1 302¢ may be determined based on
map data, brain activity data and carprobe data. Map match-
ing may combine the VID1 302¢ link ID with the VID1 302¢
carprobe data, which includes brain activity data. Map
matching may include a method to modify raw latitude and
longitude data based on map data and then map to a position
on the actual road.

[0072] The future position may be calculated using EEG
measurements for the driver of originating vehicle VID1
302¢, the current speed, the current acceleration and the
current traveling direction. The future position is predicted,
for example, 1 second into the future and the carprobe data
may be cached every 0.1 second by obtaining a future
dynamic link ID. The link ID may represent a position on the
road where the originating vehicle VID1 302¢ is anticipated
to be at. The distance between VID1 302¢ may be calculated
with reference to VID2 304 and if the distance is below a
threshold distance, then the collision mitigation program
110a, 1105 may alert both vehicles, VID1 302¢ and VID2
304, or may perform a forced stop of the originating vehicle
driver VID1 302c.

[0073] It may be appreciated that FIGS. 2, 3, 4A and 4B
provide only an illustration of one embodiment and do not
imply any limitations with regard to how different embodi-
ments may be implemented. Many modifications to the
depicted embodiment(s) may be made based on design and
implementation requirements.

[0074] FIG. 5 is a block diagram 900 of internal and
external components of computers depicted in FIG. 1 in
accordance with an illustrative embodiment of the present
invention. It should be appreciated that FIG. 5 provides only
an illustration of one implementation and does not imply any
limitations with regard to the environments in which differ-
ent embodiments may be implemented. Many modifications
to the depicted environments may be made based on design
and implementation requirements.

[0075] Data processing system 902, 904 is representative
of any electronic device capable of executing machine-
readable program instructions. Data processing system 902,
904 may be representative of a smart phone, a computer
system, PDA, or other electronic devices. Examples of
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computing systems, environments, and/or configurations
that may represented by data processing system 902, 904
include, but are not limited to, personal computer systems,
server computer systems, thin clients, thick clients, hand-
held or laptop devices, multiprocessor systems, micropro-
cessor-based systems, network PCs, minicomputer systems,
and distributed cloud computing environments that include
any of the above systems or devices.

[0076] User client computer 102 and network server 112
may include respective sets of internal components 902 a, b
and external components 904 a, b illustrated in FIG. 5. Each
of the sets of internal components 902 a, b includes one or
more processors 906, one or more computer-readable RAMs
908 and one or more computer-readable ROMs 910 on one
or more buses 912, and one or more operating systems 914
and one or more computer-readable tangible storage devices
916. The one or more operating systems 914, the software
program 108, and the collision mitigation program 110a in
client computer 102, and the collision mitigation program
1105 in network server 112, may be stored on one or more
computer-readable tangible storage devices 916 for execu-
tion by one or more processors 906 via one or more RAMs
908 (which typically include cache memory). In the embodi-
ment illustrated in FIG. 5, each of the computer-readable
tangible storage devices 916 is a maguetic disk storage
device of an internal hard drive. Alternatively, each of the
computer-readable tangible storage devices 916 is a semi-
conductor storage device such as ROM 910, EPROM, flash
memory or any other computer-readable tangible storage
device that can store a computer program and digital infor-
mation.

[0077] Each set of internal components 902 a, 5 also
includes a R/W drive or interface 918 to read from and write
to one or more portable computer-readable tangible storage
devices 920 such as a CD-ROM, DVD, memory stick,
magnetic tape, magnetic disk, optical disk or semiconductor
storage device. A software program, such as the software
program 108 and the collision mitigation program 110g,
1106 can be stored on one or more of the respective portable
computer-readable tangible storage devices 920, read via the
respective R/W drive or interface 918 and loaded into the
respective hard drive 916.

[0078] Each set of internal components 902 @, b may also
include network adapters (or switch port cards) or interfaces
922 such as a TCP/IP adapter cards, wireless wi-fi interface
cards, or 3G or 4G wireless interface cards or other wired or
wireless communication links. The software program 108
and the collision mitigation program 110a in client computer
102 and the collision mitigation program 1105 in network
server computer 112 can be downloaded from an external
computer (e.g., server) via a network (for example, the
Internet, a local area network or other, wide area network)
and respective network adapters or interfaces 922. From the
network adapters (or switch port adaptors) or interfaces 922,
the software program 108 and the collision mitigation pro-
gram 110a in client computer 102 and the collision mitiga-
tion program 1104 in network server computer 112 are
loaded into the respective hard drive 916. The network may
comprise copper wires, optical fibers, wireless transmission,
routers, firewalls, switches, gateway computers and/or edge
servers.

[0079] Each of the sets of external components 904 a,
can include a computer display monitor 924, a keyboard
926, and a computer mouse 928. External components 904
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a, b can also include touch screens, virtual keyboards, touch
pads, pointing devices, EEG machines, BCI machines and
other human interface devices. Each of the sets of internal
components 902 a, b also includes device drivers 930 to
interface to computer display monitor 924, keyboard 926
and computer mouse 928. The device drivers 930, R/W drive
or interface 918 and network adapter or interface 922
comprise hardware and software (stored in storage device
916 and/or ROM 910).

[0080] It is understood in advance that although this
disclosure includes a detailed description on cloud comput-
ing, implementation of the teachings recited herein are not
limited to a cloud computing environment. Rather, embodi-
ments of the present invention are capable of being imple-
mented in conjunction with any other type of computing
environment now known or later developed.

[0081] Cloud computing is a model of service delivery for
enabling convenient, on-demand network access to a shared
pool of configurable computing resources (e.g. networks,
network bandwidth, servers, processing, memory, storage,
applications, virtual machines, and services) that can be
rapidly provisioned and released with minimal management
effort or interaction with a provider of the service. This cloud
model may include at least five characteristics, at least three
service models, and at least four deployment models.
[0082] Characteristics are as follows:

[0083] On-demand self-service: a cloud consumer can
unilaterally provision computing capabilities, such as server
time and network storage, as needed automatically without
requiring human interaction with the service’s provider.
[0084] Broad network access: capabilities are available
over a network and accessed through standard mechanisms
that promote use by heterogeneous thin or thick client
platforms (e.g., mobile phones, laptops, and PDAs).
[0085] Resource pooling: the provider’s computing
resources are pooled to serve multiple consumers using a
multi-tenant model, with different physical and virtual
resources dynamically assigned and reassigned according to
demand. There is a sense of location independence in that
the consumer generally has no control or knowledge over
the exact location of the provided resources but may be able
to specify location at a higher level of abstraction (e.g.,
country, state, or datacenter).

[0086] Rapid elasticity: capabilities can be rapidly and
elastically provisioned, in some cases automatically, to
quickly scale out and rapidly released to quickly scale in. To
the consumer, the capabilities available for provisioning
often appear to be unlimited and can be purchased in any
quantity at any time.

[0087] Measured service: cloud systems automatically
control and optimize resource use by leveraging a metering
capability at some level of abstraction appropriate to the
type of service (e.g., storage, processing, bandwidth, and
active user accounts). Resource usage can be monitored,
controlled, and reported providing transparency for both the
provider and consumer of the utilized service.

[0088] Service Models are as follows:

[0089] Software as a Service (SaaS): the capability pro-
vided to the consumer is to use the provider’s applications
running on a cloud infrastructure. The applications are
accessible from various client devices through a thin client
interface such as a web browser (e.g., web-based e-mail).
The consumer does not manage or control the underlying
cloud infrastructure including network, servers, operating
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systems, storage, or even individual application capabilities,
with the possible exception of limited user-specific applica-
tion configuration settings.

[0090] Platform as a Service (PaaS): the capability pro-
vided to the consumer is to deploy onto the cloud infra-
structure consumer-created or acquired applications created
using programming languages and tools supported by the
provider. The consumer does not manage or control the
underlying cloud infrastructure including networks, servers,
operating systems, or storage, but has control over the
deployed applications and possibly application hosting envi-
ronment configurations.

[0091] Analytics as a Service (AaaS): the capability pro-
vided to the consumer is to use web-based or cloud-based
networks (i.e., infrastructure) to access an analytics plat-
form. Analytics platforms may include access to analytics
software resources or may include access to relevant data-
bases, corpora, servers, operating systems or storage. The
consumer does not manage or control the underlying web-
based or cloud-based infrastructure including databases,
corpora, servers, operating systems or storage, but has
control over the deployed applications and possibly appli-
cation hosting environment configurations.

[0092] Infrastructure as a Service (IaaS): the capability
provided to the consumer is to provision processing, storage,
networks, and other fundamental computing resources
where the consumer is able to deploy and run arbitrary
software, which can include operating systems and applica-
tions. The consumer does not manage or control the under-
lying cloud infrastructure but has control over operating
systems, storage, deployed applications, and possibly lim-
ited control of select networking components (e.g., host
firewalls).

[0093] Deployment Models are as follows:

[0094] Private cloud: the cloud infrastructure is operated
solely for an organization. It may be managed by the
organization or a third party and may exist on-premises or
off-premises.

[0095] Community cloud: the cloud infrastructure is
shared by several organizations and supports a specific
community that has shared concerns (e.g., mission, security
requirements, policy, and compliance considerations). It
may be managed by the organizations or a third party and
may exist on-premises or off-premises.

[0096] Public cloud: the cloud infrastructure is made
available to the general public or a large industry group and
is owned by an organization selling cloud services.

[0097] Hybrid cloud: the cloud infrastructure is a compo-
sition of two or more clouds (private, community, or public)
that remain unique entities but are bound together by stan-
dardized or proprietary technology that enables data and
application portability (e.g., cloud bursting for load-balanc-
ing between clouds).

[0098] A cloud computing environment is service oriented
with a focus on statelessness, low coupling, modularity, and
semantic interoperability. At the heart of cloud computing is
an infrastructure comprising a network of interconnected
nodes.

[0099] Referring now to FIG. 6, illustrative cloud com-
puting environment 1000 is depicted. As shown, cloud
computing environment 1000 comprises one or more cloud
computing nodes 100 with which local computing devices
used by cloud consumers, such as, for example, personal
digital assistant (PDA) or cellular telephone 1000A, desktop
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computer 1000B, laptop computer 1000C, and/or automo-
bile computer system 1000N may communicate. Nodes 100
may communicate with one another. They may be grouped
(not shown) physically or virtually, in one or more networks,
such as Private, Community, Public, or Hybrid clouds as
described hereinabove, or a combination thereof. This
allows cloud computing environment 1000 to offer infra-
structure, platforms and/or software as services for which a
cloud consumer does not need to maintain resources on a
local computing device. It is understood that the types of
computing devices 1000A-N shown in FIG. 6 are intended
to be illustrative only and that computing nodes 100 and
cloud computing environment 1000 can communicate with
any type of computerized device over any type of network
and/or network addressable connection (e.g., using a web
browser).

[0100] Referring now to FIG. 7, a set of functional
abstraction layers 1100 provided by cloud computing envi-
ronment 1000 is shown. It should be understood in advance
that the components, layers, and functions shown in FIG. 7
are intended to be illustrative only and embodiments of the
invention are not limited thereto. As depicted, the following
layers and corresponding functions are provided:

[0101] Hardware and software layer 1102 includes hard-
ware and software components. Examples of hardware com-
ponents include: mainframes 1104; RISC (Reduced Instruc-
tion Set Computer) architecture based servers 1106; servers
1108; blade servers 1110; storage devices 1112; and net-
works and networking components 1114. In some embodi-
ments, software components include network application
server software 1116 and database software 1118.

[0102] Virtualization layer 1120 provides an abstraction
layer from which the following examples of virtual entities
may be provided: virtual servers 1122; virtual storage 1124;
virtual networks 1126, including virtual private networks;
virtual applications and operating systems 1128; and virtual
clients 1130.

[0103] In one example, management layer 1132 may pro-
vide the functions described below. Resource provisioning
1134 provides dynamic procurement of computing resources
and other resources that are utilized to perform tasks within
the cloud computing environment. Metering and Pricing
1136 provide cost tracking as resources are utilized within
the cloud computing environment, and billing or invoicing
for consumption of these resources. In one example, these
resources may comprise application software licenses. Secu-
rity provides identity verification for cloud consumers and
tasks, as well as protection for data and other resources. User
portal 1138 provides access to the cloud computing envi-
ronment for consumers and system administrators. Service
level management 1140 provides cloud computing resource
allocation and management such that required service levels
are met. Service Level Agreement (SLA) planning and
fulfillment 1142 provide pre-arrangement for, and procure-
ment of, cloud computing resources for which a future
requirement is anticipated in accordance with an SLA.
[0104] Workloads layer 1144 provides examples of func-
tionality for which the cloud computing environment may be
utilized. Examples of workloads and functions which may
be provided from this layer include: mapping and navigation
1146; software development and lifecycle management
1148; virtual classroom education delivery 1150; data ana-
Iytics processing 1152; transaction processing 1154; and
collision mitigation 1156. A collision mitigation program
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110a, 1105 provides a way to predict human motions prior
to the fulfillment of the human motion.

[0105] The present invention may be a system, a method,
and/or a computer program product at any possible technical
detail level of integration. The computer program product
may include a computer readable storage medium (or media)
having computer readable program instructions thereon for
causing a processor to carry out aspects of the present
invention.

[0106] The computer readable storage medium can be a
tangible device that can retain and store instructions for use
by an instruction execution device. The computer readable
storage medium may be, for example, but is not limited to,
an electronic storage device, a magnetic storage device, an
optical storage device, an electromagnetic storage device, a
semiconductor storage device, or any suitable combination
of the foregoing. A non-exhaustive list of more specific
examples of the computer readable storage medium includes
the following: a portable computer diskette, a hard disk, a
random access memory (RAM), a read-only memory
(ROM), an erasable programmable read-only memory
(EPROM or Flash memory), a static random access memory
(SRAM), a portable compact disc read-only memory (CD-
ROM), a digital versatile disk (DVD), a memory stick, a
floppy disk, a mechanically encoded device such as punch-
cards or raised structures in a groove having instructions
recorded thereon, and any suitable combination of the fore-
going. A computer readable storage medium, as used herein,
is not to be construed as being transitory signals per se, such
as radio waves or other freely propagating electromagnetic
waves, electromagnetic waves propagating through a wave-
guide or other transmission media (e.g., light pulses passing
through a fiber-optic cable), or electrical signals transmitted
through a wire.

[0107] Computer readable program instructions described
herein can be downloaded to respective computing/process-
ing devices from a computer readable storage medium or to
an external computer or external storage device via a net-
work, for example, the Internet, a local area network, a wide
area network and/or a wireless network. The network may
comprise copper transmission cables, optical transmission
fibers, wireless transmission, routers, firewalls, switches,
gateway computers and/or edge servers. A network adapter
card or network interface in each computing/processing
device receives computer readable program instructions
from the network and forwards the computer readable
program instructions for storage in a computer readable
storage medium within the respective computing/processing
device.

[0108] Computer readable program instructions for carry-
ing out operations of the present invention may be assembler
instructions, instruction-set-architecture (ISA) instructions,
machine instructions, machine dependent instructions,
microcode, firmware instructions, state-setting data, con-
figuration data for integrated circuitry, or either source code
or object code written in any combination of one or more
programming languages, including an object oriented pro-
gramming language such as Smalltalk, C++, or the like, and
procedural programming languages, such as the “C” pro-
gramming language, python programming language or simi-
lar programming languages. The computer readable pro-
gram instructions may execute entirely on the user’s
computer, partly on the user’s computer, as a stand-alone
software package, partly on the user’s computer and partly
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on a remote computer or entirely on the remote computer or
server. In the latter scenario, the remote computer may be
connected to the user’s computer through any type of
network, including a local area network (LAN) or a wide
area network (WAN), or the connection may be made to an
external computer (for example, through the Internet using
an Internet Service Provider). In some embodiments, elec-
tronic circuitry including, for example, programmable logic
circuitry, field-programmable gate arrays (FPGA), or pro-
grammable logic arrays (PLA) may execute the computer
readable program instructions by utilizing state information
of the computer readable program instructions to personalize
the electronic circuitry, in order to perform aspects of the
present invention.

[0109] Aspects of the present invention are described
herein with reference to flowchart illustrations and/or block
diagrams of methods, apparatus (systems), and computer
program products according to embodiments of the inven-
tion. It will be understood that each block of the flowchart
illustrations and/or block diagrams, and combinations of
blocks in the flowchart illustrations and/or block diagrams,
can be implemented by computer readable program instruc-
tions.

[0110] These computer readable program instructions may
be provided to a processor of a general purpose computer,
special purpose computer, or other programmable data pro-
cessing apparatus to produce a machine, such that the
instructions, which execute via the processor of the com-
puter or other programmable data processing apparatus,
create means for implementing the functions/acts specified
in the flowchart and/or block diagram block or blocks. These
computer readable program instructions may also be stored
in a computer readable storage medium that can direct a
computer, a programmable data processing apparatus, and/
or other devices to function in a particular manner, such that
the computer readable storage medium having instructions
stored therein comprises an article of manufacture including
instructions which implement aspects of the function/act
specified in the flowchart and/or block diagram block or
blocks.

[0111] The computer readable program instructions may
also be loaded onto a computer, other programmable data
processing apparatus, or other device to cause a series of
operational steps to be performed on the computer, other
programmable apparatus or other device to produce a com-
puter implemented process, such that the instructions which
execute on the computer, other programmable apparatus, or
other device implement the functions/acts specified in the
flowchart and/or block diagram block or blocks.

[0112] The flowchart and block diagrams in the Figures
illustrate the architecture, functionality, and operation of
possible implementations of systems, methods, and com-
puter program products according to various embodiments
of the present invention. In this regard, each block in the
flowchart or block diagrams may represent a module, seg-
ment, or portion of instructions, which comprises one or
more executable instructions for implementing the specified
logical function(s). In some alternative implementations, the
functions noted in the blocks may occur out of the order
noted in the Figures. For example, two blocks shown in
succession may, in fact, be executed substantially concur-
rently, or the blocks may sometimes be executed in the
reverse order, depending upon the functionality involved. It
will also be noted that each block of the block diagrams
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and/or flowchart illustration, and combinations of blocks in
the block diagrams and/or flowchart illustration, can be
implemented by special purpose hardware-based systems
that perform the specified functions or acts or carry out
combinations of special purpose hardware and computer
instructions.

[0113] The descriptions of the various embodiments of the
present invention have been presented for purposes of
illustration, but are not intended to be exhaustive or limited
to the embodiments disclosed. Many modifications and
variations will be apparent to those of ordinary skill in the
art without departing from the scope of the described
embodiments. The terminology used herein was chosen to
best explain the principles of the embodiments, the practical
application or technical improvement over technologies
found in the marketplace, or to enable others of ordinary
skill in the art to understand the embodiments disclosed
herein.

What is claimed is:

1. A method for preemptive collision mitigation, the
method comprising:
calculating a future position of a first vehicle based on
carprobe data from a first vehicle, wherein the carprobe
data contains neural data of an operator of the first
vehicle;

calculating a distance between the future position of the
first vehicle and a future position of a second vehicle;
and

determining the calculated distance between the future
position of the first vehicle and the future position of
the second vehicle is below a threshold distance.

2. The method of claim 1, wherein the carprobe data
collects real-time data relating to traveling locations, geo-
graphic locations, health status, driver data and events of
interest.

3. The method of claim 1, wherein the carprobe data
contains a link ID, wherein the link ID includes a unique ID
assigned to the road.

4. The method of claim 1, wherein the neural data is
collected by an EEG device, wherein the EEG device detects
brain activity, wherein the detected brain activity preemp-
tively predicts human motion.

5. The method of claim 1, wherein the below threshold
distance determination creates an alert to the operator of the
first vehicle.

6. The method of claim 1, wherein the below threshold
distance determination creates a forced vehicle operation
that imposes restrictions to the driving operations of the first
vehicle.

7. The method of claim 1, wherein the carprobe data is
received on a vehicle-mounted device and a server.

8. A computer system for preemptive collision mitigation,
comprising:
one Or more Processors, one or more computer-readable
memories, one or more computer-readable tangible
storage media, and program instructions stored on at
least one of the one or more computer-readable tangible
storage media for execution by at least one of the one
or more processors via at least one of the one or more
computer-readable memories, wherein the computer
system is capable of performing a method comprising:
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calculating a future position of a first vehicle based on
carprobe data from a first vehicle, wherein the carprobe
data contains neural data of an operator of the first
vehicle;

calculating a distance between the future position of the

first vehicle and a future position of a second vehicle;
and

determining the calculated distance between the future

position of the first vehicle and the future position of
the second vehicle is below a threshold distance.
9. The computer system of claim 8, wherein the carprobe
data collects real-time data relating to traveling locations,
geographic locations, health status, driver data and events of
interest.
10. The computer system of claim 8, wherein the carprobe
data contains a link ID, wherein the link ID includes a
unique ID assigned to the road.
11. The computer system of claim 8, wherein the neural
data is collected by an EEG device, wherein the EEG device
detects brain activity, wherein the detected brain activity
preemptively predicts human motion.
12. The computer system of claim 8, wherein the below
threshold distance determination creates an alert to the
operator of the first vehicle.
13. The computer system of claim 8, wherein the below
threshold distance determination creates a forced vehicle
operation that imposes restrictions to the driving operations
of the first vehicle.
14. The computer system of claim 8, wherein the carprobe
data is received on a vehicle-mounted device and a server.
15. A computer program product for preemptive collision
mitigation, comprising:
one or more computer-readable tangible storage media
and program instructions stored on at least one of the
one or more computer-readable tangible storage media,
the program instructions executable by a processor to
cause the processor to perform a method comprising:

calculating a future position of a first vehicle based on
carprobe data from a first vehicle, wherein the carprobe
data contains neural data of an operator of the first
vehicle;

calculating a distance between the future position of the

first vehicle and a future position of a second vehicle;
and

determining the calculated distance between the future

position of the first vehicle and the future position of
the second vehicle is below a threshold distance.

16. The computer program product of claim 15, wherein
the carprobe data collects real-time data relating to traveling
locations, geographic locations, health status, driver data
and events of interest.

17. The computer program product of claim 15, wherein
the carprobe data contains a link ID, wherein the link 1D
includes a unique 1D assigned to the road.

18. The computer program product of claim 15, wherein
the neural data is collected by an EEG device, wherein the
EEG device detects brain activity, wherein the detected brain
activity preemptively predicts human motion.

19. The computer program product of claim 15, wherein
the below threshold distance determination creates an alert
to the operator of the first vehicle.

20. The computer program product of claim 15, wherein
the below threshold distance determination creates a forced
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vehicle operation that imposes restrictions to the driving
operations of the first vehicle.

21. The computer program product of claim 15, wherein
the carprobe data is received on a vehicle-mounted device
and a server.

22. A method for preemptive collision mitigation, the
method comprising:

calculating a future position of a first vehicle based on

carprobe data from a first vehicle, wherein the carprobe
data contains neural data of an operator of the first
vehicle; and

determining the calculated future position of the first

vehicle will be in a position on a roadway that creates
an unsafe driving condition.

23. The method of claim 22, wherein the unsafe driving
condition is a driving maneuver on the road made by the first
vehicle that creates an interaction with a static structure,
wherein the static structure is an object on the road.

24. The method of claim 22, wherein the unsafe driving
condition on the road is the first vehicle traveling in a
wrong-direction on a road.
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